TISKOVÁ ZPRÁVA
15. 10. 2025 – Praha

**Svaz průmyslu prosadil klíčové výjimky v nových vyhláškách o kybernetické bezpečnosti**

**Svaz průmyslu a dopravy ČR (SP ČR) prosadil do nově vydaných vyhlášek k zákonu o kybernetické bezpečnosti zásadní výjimky, které zohledňují specifika podnikatelského prostředí a přinášejí firmám potřebnou administrativní úlevu. Vyhlášky, které implementují evropskou směrnici NIS2, byly zveřejněny ve Sbírce zákonů dne 14. října 2025 a nabývají účinnosti 1. listopadu 2025 společně s novým zákonem o kybernetické bezpečnosti.**

Díky aktivnímu zapojení SP ČR do přípravy prováděcích předpisů – jak v rámci mezirezortního připomínkového řízení, tak prostřednictvím odborných jednání s **Národním úřadem pro kybernetickou a informační bezpečnost (NÚKIB)** – se podařilo do finálních textů promítnout několik zásadních úprav.

*„Naší prioritou bylo, aby nová pravidla kybernetické bezpečnosti byla nejen účinná, ale i realisticky aplikovatelná v praxi. Oceňujeme, že NÚKIB byl v celém procesu ochoten naslouchat připomínkám podnikatelského sektoru a společně jsme našli řešení, která dávají smysl jak z pohledu bezpečnosti, tak firem,“* uvedl **Ondřej Ferdus, ředitel Sekce digitální ekonomiky a technologií Svazu průmyslu.**

**Klíčové výjimky prosazené Svazem průmyslu**

* **Výroba elektřiny z obnovitelných zdrojů**

Z působnosti předpisů jsou nově **vyjmuti poskytovatelé, kteří vyrábějí elektřinu z obnovitelných zdrojů o celkovém instalovaném elektrickém výkonu do 1 MW** – například provozovatelé menších fotovoltaických elektráren.

**Tato úprava přináší výraznou administrativní úlevu stovkám firem, které vyrábějí elektřinu pro vlastní spotřebu a neposkytují žádnou další regulovanou službu.**
* **Vodní a odpadové hospodářství**

V tomto případě byli vyjmuti provozovatelé, jejichž příjmy spojené s danou službou tvoří méně než 5 % jejich obratu za poslední účetní období.

 **Díky této změně se vyhlášky nebudou vztahovat na řadu středních a větších průmyslových a potravinářských podniků, které provozují vlastní odpadové hospodářství jako integrální součást výroby.**

Tyto změny pomohou odstranit zbytečnou administrativní zátěž bez negativního dopadu na úroveň kybernetické bezpečnosti.

**Konstruktivní spolupráce přinesla výsledky**

Svaz průmyslu oceňuje otevřený a věcný přístup NÚKIB, díky němuž bylo možné nalézt kompromis mezi ochranou kybernetického prostoru a zachováním provozní efektivity podniků. *„Díky této spolupráci se podařilo nastavit vyvážený rámec, který umožní českým firmám naplňovat požadavky zákona efektivně, bez nadměrné administrativní zátěže,“* doplnil Ondřej Ferdus.

**Publikované vyhlášky**

**K zákonu o kybernetické bezpečnosti:**

* [408/2025 Sb. – Vyhláška o regulovaných službách](https://www.e-sbirka.cz/sb/2025/408?zalozka=text)
* [409/2025 Sb. – Vyhláška o bezpečnostních opatřeních v režimu vyšších povinností](https://www.e-sbirka.cz/sb/2025/409?zalozka=text)
* [410/2025 Sb. – Vyhláška o bezpečnostních opatřeních v režimu nižších povinností](https://www.e-sbirka.cz/sb/2025/410?zalozka=text)
* [334/2025 Sb. – Vyhláška o Portálu NÚKIB a požadavcích na některé úkony](https://www.e-sbirka.cz/sb/2025/334/2025-11-01?f=port%C3%A1l&zalozka=text)

 **Cloudové vyhlášky:**

* [411/2025 Sb. – Vyhláška o bezpečnostních úrovních informačních systémů veřejné správy](https://www.e-sbirka.cz/sb/2025/411?zalozka=text)
* [412/2025 Sb. – Vyhláška o bezpečnostních pravidlech pro orgány veřejné správy využívající cloud computing](https://www.e-sbirka.cz/sb/2025/412?zalozka=text)